




During 2022 the Belgian Centre for Cybersecurity (CCB) received reports from 97 companies 
of ransomware having been put onto their IT systems by hackers.

Production of Duvel beer hit by cyber-attack
8 March 2024

By Imran Rahman-Jones, BBC News

In mid-April of 2015, the online edition of Le Soir 
– Belgium's biggest French-speaking newspaper 
– was shut down for a couple of hours after 
Belgian media group Rossel fell victim due to a 
cyber incident.

in May 2022 in Luxembourg province, 
Wallonia: as a result of a ransomware 
attack, Belgian private hospital group 
Vivalia switched to manual record 
management.

https://ccb.belgium.be/en/news/several-belgian-municipalities-recently-fell-victim-ransomware#:~:text=In%20recent%20weeks%2C%20the%20municipalities,cyber%20attack%20with%20ransomware%2C%20respectively.
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https://ccb.belgium.be/nl/de-nis2-richtlijn-wat-betekent-dit-voor-mijn-organisatie


The Digital Operational Resilience Act (DORA) is a European Union regulation that creates a 
binding, comprehensive information and communication technology (ICT) risk management 

framework for the financial sector
NIS 2 -                    
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“Implement policies, procedures, 
protocols and tools that aim to 

ensure resilience, continuity, and 
availability of ICT systems”

“Have in place 
mechanisms to 
promptly detect 

anomalous activities”

“Shall put in place, maintain, 
and periodically test 

appropriate ICT business 
continuity plans”

“Maintain at least one 
secondary processing site 
endowed with adequate 

resources, capabilities, and 
functions”
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*      Example using 300 TBs of front-end data 







in minutes to a clean state seconds 
before an attack or disruption

quickly to minimize data loss & 
downtime with low RPOs and 

fast RTOs

anomalous encryption in real-time 
to alert to possible ransomware
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