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Trust is good, verification is better



Data | Sustainability | Security

EdgeEdge Hybrid
Cloud AI



What organizations are asking us
about data-driven transformation

Hybrid Cloud Edge

How can we 
connect and 

protect our data?

How can we 
decrease IT 

complexity and 
control costs? 

How can we leverage 
data to make more 

informed decisions?

AI



Edge



Comprehensive ransomware protection from HPE
HPE



Hewlett Packard 
Enterprise
The Edge-to-Cloud 
Company

Unified cloud services experience

Elastic   |   Open   |   Partner-enabled

Analytics   |   AI   |   Machine learning

Workload orchestration
Bare metal   |   VMs   |   Containers

Data management services

Networking Compute Storage

Security

Compliance

Advisory
 services

Managed 
services

Financial 
services

SupportHPE GreenLake edge-to-cloud platform

Edge Cloud

HPE’s Intelligent Edge business 
unit

Founded in 2002
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Fortress Mentality and myths

Inside the walls everything is trusted
All critical assets live inside the walls



The intelligent edge starts 
with secure connectivity

People Things

On-Prem On the GoAt Home



How do you balance multiple objectives?

Security
objectives

Networking 
objectives

Highest performance 

Ubiquitous access

Easily available

Never compromised

Reduce exposure

Mitigate risk





SASE brings 
network and 

security 
together



Edge-to-cloud Zero Trust platform for Security-First, AI-Powered Networking

ZERO TRUST, AI-POWEREDSD-WAN SSE

Edge-to-Cloud Zero Trust Platform

• AI-Powered visibility into connected 
devices, risk-based authentication

• Role-based segmentation
• Continuous trust adjustment
• AIOps, AI Search with natural language 

using LLMs

• SD-WAN, routing, WAN Optimization, 
network and visibility control

• Secure Internet breakout
• Next-generation firewall
• IDS/IPS, DDoS defense
• End-to-end network segmentation

• ZTNA, SWG, CASB, FWaaS in a single 
platform

• Single policy engine
• Agent and agentless ZTNA
• Harmonized access across the world via 

a cloud-backbone of AWS, Microsoft 
Azure, Google, and Oracle

+ +

User Laptop Mobile IoT WFH Branch HQ Data Center Public Cloud SaaS Internet



Attack surface and types



Zero Trust Network Access
Secure access to private applications 
in the data center or cloud. 
i.e Minimize app exposure to Internet, remove network 
access, replace VPN, Inspect traffic, support all private 
apps

Secure Web Gateway
Secure access to the Internet and 

protect against malicious online threats. 

i.e Filtering, SSL inspection, malware scanning, 
reputation-based blocking, AI-based Sandboxing

Cloud Access Security Broker
Secure access to SaaS applications 
and protect against data loss. 

i.e Control block upload/download from Box, Sharepoint, 
Facebook, Salesforce

Digital Experience Monitoring
Monitor user performance and to

troubleshoot user access issues for all 
traffic.

i.e Monitor performance of each session, minimize 
mean time to remediation of user issues

The 4 pillars of SSE
HPE Aruba Networking Security Service Edge (SSE) platform

500+ Edge Locations Multi-Cloud Fabric



ZTNA is the most popular start point for SSE
Out of the 3 core SSE technologies, which do you plan to begin 
with?

47%
Zero Trust Network Access (ZTNA)

33%
Cloud Access Security Broker (CASB)

20%
Secure Web Gateway (SWG)

2023 SSE Adoption Report by Cybersecurity Insiders – click here to download

https://www.evanta.com/resources/ciso/survey-report/top-3-goals-and-challenges-for-cisos-in-2023#:%7E:text=CISOs%20from%20across%20Evanta%20communities,number%20three%20spot%20this%20year
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Simple secure remote access - ZTNA

1. Configuration

Michael
CSO



Simple secure remote access - ZTNA

2. Connect to Portal

Pradeep
Remote worker



Simple secure remote access - ZTNA

1. Configuration

3. Verification

Michael
CSO



Engage early with Inetum
From VPN to ZTNA (starting point)
Designed in the cloud
Agent or agentless 
(external users / things)
No operational headache
Rethink to keep complex simple

Engage early with Ingram 
Micro

Keep in mind



Don’t worry be SASE
Thank you
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